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Are there any restrictions on how the submitted information may be used (e.g., internal use only)?
☒ No restrictions
☐ Yes (please specify):
[Your text here]


1. Information the Probation Service is authorised to obtain
1.1. Information obtained with the probation client’s consent
Please describe the types of information, sources, and legal basis (if possible).
Example: criminal records, medical information, school records, social services information, etc.With the consent of the person under probation supervision, it is possible to collect and process various types of information about them from different individuals and institutions. Consent allows access to data only to the extent necessary for fulfilling the objectives of probation supervision. An illustrative list of possible categories of data includes:
· Health and medical data, including health status, diagnoses, treatment information, assessments from healthcare institutions, as well as information about various visits to healthcare facilities.
· Laboratory test results, including analyses and other medical examination data prepared by a healthcare provider.
· Data held by the local government, including information on social services and benefits, residence-related data, and other information relevant for assessing the person’s ability to cope.
· Education-related data, such as confirmation of studies, information from educational institutions, and academic performance to the extent necessary for processing.
· Information related to trainings and courses, including participation, completion, or withdrawal.
· Other assessments and information received from institutions or specialists, which are necessary for achieving the goals of probation supervision and for which the individual has given explicit consent for disclosure.
All of the above-mentioned data is processed solely on the basis of the explicit consent of the person under probation supervision and in compliance with data protection requirements.


1.2. Information obtained without the probation client’s consent
Please describe the categories of information, conditions, and legal restrictions. If possible, include relevant laws/articles.

It is first possible to process various types of data in connection with carrying out probation supervision (for example, when preparing a risk assessment), such as extracts from the criminal records database and different court decisions. Depending on the obligations imposed on the individual, it is possible to perform various checks with institutions by referring to the court‑ordered obligations (for example, an inquiry to a hospital or a laboratory). It is also possible to make inquiries to different institutions when this is necessary for achieving the objectives of probation supervision (such as an inquiry to the police). The probation officer’s right to obtain information is established in the Probation Supervision Act (KrHS § 4, KrHS § 4(1)).
We also conduct inter‑agency cooperation (networking in supervision of probation), which involves the exchange of relevant information between network members (KrHS § 28(1)). Obtaining data without the individual’s consent may, in some situations, be more difficult; however, in most cases, when we have explained the necessity and purpose of the information, the required data is provided.

Link: https://www.riigiteataja.ee/en/eli/521032025002/consolide 



2. Persons, institutions or agencies with whom the Probation Service may communicate
2.1. Communication and information exchange with the client’s consent
Please list organisations and specify what information may be shared/received.In Estonia, information exchange follows a case‑by‑case approach, meaning that data is requested only to the extent necessary for effective case management. Each case is different, and the scope of information exchanged depends on the specific needs and risks related to the probation client.
When the information to be requested requires the probation client’s consent, the situation and purpose of the inquiry are explained to the client. In most cases, the client either provides the necessary information directly or gives explicit consent for the probation service to obtain it from relevant organisations. For example, the client may voluntarily provide their bank statements, extracts from their medical records, or a copy of their employment contract.


2.2. Communication and information exchange without the client’s consent
Please indicate legal authorisations, limitations, and safeguards (e.g., data protection rules, judicial oversight, necessity tests).In Estonia, data protection is primarily based on two key legal frameworks:
1. The EU General Data Protection Regulation (GDPR) – the main rule governing all personal data processing. It sets out when and how personal data may be collected, used, and stored. GDPR also grants individuals extensive rights over their data (e.g., the right to access, correct, or delete their data).
2. The Estonian Personal Data Protection Act (IKS) – a national law that clarifies the application of GDPR in Estonia and regulates areas where member states are allowed to set additional rules. Link: https://www.riigiteataja.ee/en/eli/ee/522092025009/consolide/current 

Supervision is carried out by the Data Protection Inspectorate, which ensures that organisations comply with data protection requirements.
Any data processing must be based on a clear legal basis, such as:
· consent,
· a contract,
· a legal obligation,
· performing a task in the public interest,
· legitimate interest.

All data must be collected for a specific purpose, in a minimal amount, and kept secure.

As mentioned earlier, the Probation Supervision Act provides general legal bases that allow inquiries to be made even without the individual’s consent.



2.3. Conditions, procedural safeguards, limitations
For example: proportionality rules, written requests, reporting obligations, confidentiality clauses, data retention rules.
In situations where consent is obtained from the person under probation supervision, the consent is provided in written form. The written consent is also forwarded to the institution from which the information is being requested. Generally, the institution holding the information is responsible for verifying whether there is a lawful basis for disclosing the requested data. As a result, there may be additional correspondence in which the institution seeks clarifying information to ensure that the requested data will be used for an appropriate and lawful purpose



3. Preventive detention or other indeterminate sentencing / sanctions
3.1. Has preventive detention or any form of indeterminate sentencing / sanction been introduced in your country?
☐ Yes
☒ No
☐ Other / Not applicable (please explain)
-


3.2. Legal framework and criteria for application (if applicable)
Please describe briefly: purpose, decision-making authority, duration, review procedures.
-

3.3. Role of the Probation Service (if applicable)
For example: supervision, risk assessment, case management, reports to court, multi-agency involvement.
-


4. Supervision and support for individuals posing a very high risk of reoffending after release
4.1. Methods or supervisory measures used
Examples: intensive supervision, electronic monitoring, mandatory programmes, risk-focused interventions, multi-agency risk panels, specialised officers.
Estonia applies a case‑by‑case approach in probation supervision. The starting point is always the court decision that places the individual under probation. The court judgment sets out the control requirements and obligations that the person must follow.
When an individual is assessed as having a very high criminogenic risk level, the work with the probation client becomes highly intensive. The goal of this intensive supervision is to increase the person’s self‑confidence and sense of responsibility, while providing them with evidence‑based interventions and motivational counselling.
During the first six months, meetings take place at least four times per month in order to establish and maintain a supportive working relationship. Based on the probation officer’s professional judgment, meetings may be reduced to at least twice per month from the second half‑year onward.
Home visits are carried out at least once per quarter during the first six months, and—again based on the officer’s discretion—at least once every six months thereafter.
Throughout the supervision period, intensive monitoring is applied to ensure public safety. Any deviations from the set requirements trigger a quick response to prevent the escalation of problems.
The probation client is referred to social programmes, and support is provided to help them access therapy services when needed.
The probation officer also maintains close cooperation with the support network, ensuring that all relevant parties share information and work toward the same goals. This includes strengthening existing support networks as well as building new ones where necessary.


4.2. Structured programmes or specialised services
Examples: sexual offender treatment programmes, violence prevention programmes, cognitive-behavioural interventions, residential units, transition programmes.
PROGRAMMES:
AGGRESSIVENESS REPLACEMENT TRAINING
LIFESTYLE TRAINING 
EQUIP Youth Programme
ROAD SAFETY PROGRAMME 
PROGRAMME FOR REDUCING DOMESTIC AND INTIMATE PARTNER VIOLENCE 
DEVELOPMENT OF SOCIAL SKILLS 
NEW DIRECTION 
ANGER MANAGEMENT 
WIN (original: VINN) 

The above‑mentioned programmes are delivered within the probation service. In addition, probation clients may participate in social programmes provided by external service providers, in which case the client covers the cost themselves.


4.3. Case management models / multi-agency practices
Examples: MARAC/MAPPA-type approaches, police–probation joint work, social services, mental health teams, community networks.
In probation supervision, inter‑agency cooperation is used, involving multi‑party meetings with various institutions and specialists. One possible cooperation framework is TUKO. The Safe Cooperation Framework (TUKO) is a form of structured collaboration aimed at reducing the risk of reoffending and enhancing the social reintegration of persons under probation supervision as well as individuals released from prison. Within TUKO, different agencies and specialists work together to provide support and to manage risks effectively.



5. Additional information, examples of good practice, contextual details
Please include any examples of innovative practice, ongoing reforms, research findings, national strategies, or context that may help to understand your approach to high-risk probation clients / clients who have a history of violent behaviour.
The foundation of the cooperation model is rapid information exchange between partner institutions. Timely information sharing is essential because it enables swift responses in situations where more serious consequences could otherwise occur. On the one hand, the goal is to prevent new offences; on the other hand, the aim is to ensure that the individual succeeds in society and is able to cope with everyday challenges without causing harm to themselves or others.


Attachments (if applicable)
Please list any documents you are attaching (laws, guidelines, protocols, tools, evaluations, research, etc.).
Example:
– Criminal Code extract (Articles …)
– Probation Service internal guidelines on information exchange
– Risk assessment methodology
– Description of high-risk intervention programme

